Communication compliance
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Welcome to communication compliance

Communication compliance automatically detects, captures, and alerts reviewers of inappropriate
communication across channels based on policies customized to your specific needs.

Get started with templates

Our customizable, pre-configured policy templates will help you address common communication risks, like
monitoring for offensive language or sensitive info.

Investigate and review policy matches

After setting up your policies, review communications for possible violations using efficient capabilities like
filtering, tagging, conversation threading, exact and near duplicates, and keyword highlighting.

Remediate any violations

If you need to take action, our built-in remediation workflows have got you covered. You'll have options to
notify users of a violation, escalate to another reviewer, open a related case, and more.

Stay on top of what matters

Intelligent insights and alerts let you keep track of policies and violations that require your attention.
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communication Compliance £ Settings ® Learn 4 What's new? 58 Remove from navigatiol

Policies

> Policy templates

—+ Create policy > = Export policy updates () Refresh Oitems | O Search TZ Customize columns

Detect inappropriate text

Detect inappropriate text
Status Last modified Last policy scan © Add a policy that uses multiple

built-in trainable classifiers to find
and prevent instances of
inappropriate language being sent
in communications.

Detect inappropriate images

Monitor for sensitive info

Monitor for regulatory compliance

Monitor for conflict of interest \ View

Custom policy \ | . L

& Detect inappropriate images
®
. Add a policy that uses multiple
built-in trainable classifiers to find
L. . . L. and prevent instances of
Create a Communication compliance policy to start monitoring inappropriate images being sent in

communications.

Get started by choosing one of the most popular policies.
You can also create a custom policy from scratch. View

After you create a policy, you'll see it listed here.

Learn more about communication compliance Monitor for sensitive info

AAdA a nalice that manitaree



Detect communications for inappropriate images

F.
Reviewers * /

@ Tom Brady X Etart typing to find users

Settings we've filled in for you -

You can change these later. Click ‘Customize policy’ if you want to configure
different settings now.

Communications to monitor @

Monitored locations Exchange, Teams, Skype for Business,
Yammer

Conditions and percentage

Communication direction Built-in classifiers are provided by Microsoft to help identify
categories of content in your organization, in this case content

Percentage to review that might be contain profanity or be considered harassing or
) _ threatening. Learn more
Optical character recognit.w. ey IR

Detect content matching these trainable classifiers ®

e Adult images Info
* Racy images

Create policy Customize policy




O vour policy was created

It might take up to 1 hour to activate your policy.

Next steps

Monitor policy alerts for matches to review

Note that it might take up to 24 hours for your policy to start capturing
communications.

Set up data connectors to import communication from non-Microsoft apps.

Learn more

Communication compliance in Microsoft 365




Communication compliance & Settings @ Leam £ v

Policies
>
—+ Create policy ™ > Export policy updates () Refresh Titem | O Search [E Customize columns
Policy name Status Last modified Last policy scan @

Inappropriate Images ! @ Activating Mar 5,2022 203 PM  Scan not available ©
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Admin roles give users permission to view data and complete tasks in the the Microsoft 365 comp

role.
Learn more

To assign permissions for archiving and auditing, go to the Exchange admin center.

To assign permissions for document deletion policies, go to the Document Deletion Policy Center.
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Case Management

Communication Compliance Admin
Communication Compliance Analysis
Communication Compliance Case Management
Communication Compliance Investigation
Communication Compliance Viewer

Data Classification Feedback Provider

Data Connector Admin
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